


Lear ning Objectives:
1) Identify the what, why, where, and how of eConsent in REDCap (Research 

Electronic Data Management)

2) Explain REDCap Access and New Project Request

3) Provide an overview of the eConsent tools in REDCap and how they work to 
provide research respondents a valid eConsent experience.

Target Audience:
Clinical Research Professionals (CRPs) at UC/H and Cincinnati Children's Hospital Medical Center 
(CCHMC): including Principal Investigators (PIs), Research Nurses (RNs), Critical Care Unit Nurses 
(RNs), Pharmacy Technicians and Regulatory Specialists.



Accreditation Statement for Directly Sponsored Activity 
The University of Cincinnati is accredited by the Accreditation Council for Continuing Medical Education (ACCME) to provide 
continuing medical education for physicians.

The University of Cincinnati designates this live activity for a maximum of 1 AMA PRA Category 1 Credit™. Participants should 
claim only the credit commensurate with the extent of their participation in the activity. 

**CRPs, NPs, PAs, and RNs can count activities certified for AMA PRA Category 1 credit™ for professional credit reporting 
purposes. Other healthcare professionals should inquire with their certifying or licensing boards.**

Disclaimer Statement 
The opinions expressed during the live activity are those of the faculty and do not necessarily represent the views of the University 
of Cincinnati. The information is presented for the purpose of advancing the attendees' professional development.

Off-Label Disclosure Statement: 
Faculty members are required to inform the audience when they are discussing off-label, unapproved uses of devices and drugs. 
Physicians should consult full prescribing information before using any product mentioned during this educational activity.



Speaker and Planner Disclosure Policy:
In accordance with the ACCME Standards for Integrity and Independence in Accredited Continuing Education and the University of Cincinnati
policy, all faculty, planning committee members, and other individuals, who are in a position to control content, are required to disclose all
relationships with ineligible companies* (commercial interests) within the last 24 months. All educational materials are reviewed for fair balance,
scientific objectivity, and levels of evidence. The ACCME requires us to disqualify from involvement in the planning and implementation of
accredited continuing education any individuals (1) who refuse to provide this information or (2) whose conflicts of interests cannot be mitigated.

*Companies that are ineligible to be accredited in the ACCME System (ineligible companies) are those whose primary business is producing, marketing, selling, re-selling,
or distributing healthcare products used by or on patients.

All relevant relationships have been mitigated. The following disclosures were made:

Planning Committee Members:
• Maria Stivers, MS; Course Director – No Relevant Relationships
• Nathaniel L. Harris, BS, Course Coordinator – No Relevant Relationships
• Heather Muskopf, CME Program Manager – No Relevant Relationships

Speakers:
Maxx M Somers, MA 
Information Services For Research (IS4R)
Manager, IS
REDCap Program Manager
No Relevant Relationships





Here
Please reach out to Nate Harris,  

nate.harris@uchealth.com for any questions 



Please visit the SOCRA website for more details.

The Registration Deadline is Monday, August 28th, 2023

Register Here

CCHMC CRP will be hosting open review sessions prior to the exam date for 
anyone interested on in August (Dates and times TBD) hosted on Microsoft 

Teams (link to be provided).

For any questions or further information, please contact the CCHMC CRP Group at CRP@cchmc.org
or Nate Harris at  harrisnl@ucmail.uc.edu

SOCRA CRP CERTIFICATION EXAMINATION 
Hosted by CCHMC

Tuesday, October 10th, 2023





An informative session where you will gain a deep understanding of eConsent in REDCap, covering its fundamental aspects. 
Discover the seamless integration of eConsent tools in REDCap and learn how they enable researchers to deliver a robust and valid electronic 

Consent experience to research participants, while also exploring an introduction to REDCap access and new project request processes.



Research Electronic Data Collection –
REDCap and eConsent

Maxx Somers, MA
Information Services for Research (IS4R)
Cincinnati Children’s Hospital Medical Center



• REDCap is a mature, secure web application for building and managing online surveys and databases. While REDCap can be 
used to collect virtually any type of data, it is specifically geared to support data capture for research studies.

It is not a TRUE relational database application, such as Microsoft Access or MS SQL Server, which allow users to create tables 
with complex relationships between them. Nevertheless, using newer REDCap features like "Repeating Instruments and Events" 
can add some "one to many" functionality to a project.

REDCap's survey functionality has become increasingly sophisticated over the years. Although it is easy to create a basic public 
survey, there are many add-on options that make surveys in REDCap a flexible and powerful tool. Possibilities include using 
multiple surveys in any project, survey automation, notifications, and many others.

REDCap is engineered by an active team of programmers at Vanderbilt University. Updates and bug fixes are released regularly.
It is currently in production use or development build-status at nearly three thousand institutions worldwide. 

What is REDCap (Research Electronic Data Capture) 



• How to get the ability to log into REDCap: https://redcap.link/CCTST
• How to request a new project: 

https://confluence.research.cchmc.org/display/CCTSTRED/Requestin
g+a+REDCap+Project

• How to request Twilio (SMS Messaging Capability) for your existing 
REDCap Project: https://redcap.link/CCTSTtwilio

• REDCap Help: help-redcap@bmi.cchmc.org

UC and CCHMC REDCap – Some Useful Links



• REDCap Intro Training:  1 hour on the basics of REDCap
• Surveys
• Longitudinal Design 
• Events
• Online Designer
• Form Building
• Branching logic
• Automated Invitations
• Exports and Reports

REDCap – Intro Training

https://www.cctst.org/events



• REDCap eConsent Training:  1 hour on the basics of eConsent

• Building eConsent Form
• Signature attestation
• eConsent Framework and Auto-Archiving
• Sending a copy of the PDF to participants 

REDCap – eConsent Trainings

https://www.cctst.org/events



REDCap Data Flow
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eConsent Overview



HOW PARTICIPANTS USE e-CONSENT

• The participant will open the survey and read 
through the consent form. When they get to 
the bottom, they will have the opportunity to 
fill in their information and sign their name if 
they agree to participate. 

• They will select “Next Page” and a read only 
copy of the consent will be generated that 
they can review, download, and/or print. At 
the bottom of the page they will need to select 
“I certify that all the information in the 
document above is correct, and I understand 
that signing this form electronically is the 
equivalent of signing a physical document.” 
Once this is selected they will be able to 
submit the survey.



- e-Consent Framework

- Projects with surveys utilizing e-Consent 
Framework 1,869

- PDF consent files stored via e-Consent 
Framework 78,277

eConsent Current State

Widely adopted



eConsent
Process

• https://confluence.research.cchmc.org/display/CCTSTRED/eConsent+Process+Guide



Quick eConsent Settings Summary

• SETTING UP e-CONSENT FRAMEWORK

• Enable surveys on the “Project Setup” page.

• Set up a survey instrument with the consent language as well as first, last, signature, and a date validated field. Optional fields may 
be included, such as ‘date of birth’.

• Enable the consent instrument as a survey.

• If it is already enabled go into survey settings and turn on “auto-archiver + e-Consent Framework”.
• A pop up will appear requesting first and last name variables as well as version number. *Versioning of a form is a concept 

whereby you may give it a number or alpha-numeric designation to represent the current version.
• If the form is modified AFTER data collection begins, then it is recommended that a new version be applied. For example, the 

first version might simply be ‘1’, and after collecting the consent of a few participants, a question is modified or added, which 
represents a new version of the form, so you might increment the version to ‘2’ (and so forth).

• You can select the optional fields like date of birth or the e-consent type.
*The e-Consent ‘type’ is another free-form text field that can be used to signify the type of e-Consent that this survey represents 
(e.g., pediatric). ‘Type’ is often used to distinguish between multiple e-Consent forms within a project.

• Finish up by clicking the “Save Changes” button.



How the eConsent Framework Works

• Once an individual agrees to 
participate, electronically signs 
the informed consent, then hits 
submit, a PDF of the completed 
consent can be automatically 
generated and saved to a 
REDCap form to preserve the 
exact consent text along with 
the research participant’s 
responses. Signed Consent can 
be e-mailed directly to the 
participant or downloaded and 
printed.



How the eConsent 
Framework Works

• The ‘Auto-Archiver + e-Consent Framework’ 
survey option adds two things to the typical 
survey-taking process.

• Before a participant completes the survey, 
an extra certification page is added to the 
end of the survey that displays an in-line PDF 
copy of the document in which they will be 
asked to confirm that all information in the 
document is correct.

• The survey will not be considered 
complete until they fulfill the 
certification step.



How the eConsent 
Framework Works

• Upon completion of the survey, a 
static copy of their responses in the form 
of a consent-specific PDF will be stored in 
the project’s File Repository.

• The consent-specific PDF will 
have the values of the e-
Consent Framework Options 
inserted at the bottom of each 
page in the PDF.

• These values (i.e., name, date of 
birth, etc.) are added to the PDF 
as extra documentation of the 
identity of the person who is 
consenting.



How the eConsent 
Framework Works

• Once an individual agrees to participate, electronically 
signs the informed consent, then hits submit, a PDF of the 
completed consent can be automatically generated and 
saved to a REDCap form to preserve the exact consent text 
along with the research participant’s responses. Signed 
Consent can be e-mailed directly to the participant or 
downloaded and printed.



1:  Add a clear Attestation of Consent Question:
On Paper Consent we often consider the signature an attestation 
of consent. In electronic processes we ask you to add a question 
that clearly notes a yes or no to Consent

4 Key Points of eConsent



2 & 3: Turn on the Auto Archiver + eConsent Framework
The Auto Archiver will save an uneditable copy of the Consent 
form in your File Repository
The eConsent Framework displays a PDF copy of the Consent to 
the participant and asks them to confirm the signature 

4 Key Points of eConsent



4: Send Confirmation email with Consent Copy to the participant
In paper consent processes we would copy a signed version of 
the consent. In eConsent we ask you to send a copy of the 
signed consent via email .

4 Key Points of eConsent



https://chi.uc.edu/cctst/research/request

Requesting an eConsent Templete



• https://confluence.research.cchmc.org/display/CCTSTRED/e-
Signature

• Scribble Signature: Mobile Forms are increasingly being used on 
touch devices, and one common requirement is to support 
signatures. Scribing is becoming an accepted way of signing 
documents on mobile devices. The user can scribble a signature in the 
draw area designated by a dotted rectangle.

Types of Electronic Signature (Scribble)



• Actual image of the signature is captured
• Has useful feature such as IP Address or Geographic location detection, date

and time
• Allows users to apply their pen signature on an electronic form on Mobile

devices
• Becoming an accepted way of signing forms on mobile devices
• REDCap signature field is a scribble signature

https://www.accessdata.fda.gov/scripts/cdrh/cfdocs/cfcfr/CFRSearch.cfm?fr=11
.3

Types of Electronic Signature (Scribble)



Protocol Language for 
Electronic Informed 
Consent Procedure

When writing electronic informed consent into a protocol, it is most important to:

• describe each step of the informed consent process,

• why the step is being performed,

• how each step will be performed,

• when will each step be performed,

• and where each step will be performed.



• eConsent in REDCap is commonly used 
• Training and help are available, start with help-REDCap@cchmc.org
• eConsent and other REDCap documentation is available in our 

REDCap Resource Center at: 
https://confluence.research.cchmc.org/display/CCTSTRED/Introducti
on+to+REDCap

• eConsent Trainings Posted at: https://www.cctst.org/events

In Summary
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